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Biometric Privacy Endorsement

By way of endorsement to the Policy, the parties are hereby agreed as follows:

e The Schedule is updated to include the following Sublimit:

Biometric Privacy Limit FULL LIMIT

Biometric Privacy Excess STANDARD APPLICABLE EXCESS

e The section titled General Definitions is amended to include the following:

Biometric Information means any personally-identifiable biological indicators, including:

1. physical indicators such as retina, iris, fingerprint, facial, dental, blood vessel geometry,
gait or other body movement patterns or rhythms;

2. chemical indicators such as DNA, RNA, or the chemical composition of bodily substances;
or

3. behavioral indicators such as signature, voice, keystroke analysis, sleep, health, or

exercise data.

e The section titled General Exclusions is amended to include the following Exclusion:

Biometric Privacy

Solely with respect to coverage under the Insuring Agreements for Privacy and Network Security
Liability and Media Liability: alleging, based upon, arising out of, or attributable to any Claim
brought within, or any action or liability originating in the United States of America in respect of
the following:

1. the collection, retention, or use of any Biometric Information, without first:
a. obtaining the consent of the person whose Biometric Information is at issue; and
b. disclosing the purpose for the collection, retention, or use thereof to the person whose
Biometric Information is at issue; or
2. the disclosure, redisclosure, or dissemination (including the sharing, sale, lease, trade, or
otherwise profiting from) of any Biometric Information, other than:
a. as expressly requested in writing by the person whose Biometric Information is at
issue; or
b. where such disclosure, redisclosure or dissemination was caused by a Computer
Malicious Act or Unauthorised Use or Access.

However, this exclusion shall not apply to the collection, retention, use or disclosure of
Biometric Information, as required by law.

e The Policy Limits condition in the section titled General Conditions is amended to include the
following clause:

Any covered Loss relating to Biometric Information shall be subject to the limit and Excess
shown in the Schedule (as amended by this Endorsement). This limit is part of, and not in
addition to the otherwise applicable Aggregate Limits set forth in Item 3 of the Schedule; and
will in no way serve to increase the Policy Aggregate.

All other terms and conditions of this Policy remain unchanged.




