
华泰财险附加被忽视的软件漏洞利用定义修改批单 
 

兹经双方理解并同意，本保险合同修订如下： 
 

被忽视的软件漏洞利用：是指软件安全漏洞被利用，且截止首次知悉漏洞被利用之

日： 

1、开发商已经撤回、下架或不再支持该软件，或者该软件已达到使用寿命或终止支持

状态，且无法向该软件开发商购买延长支持期；或 

2、该漏洞已在美国国家标准和技术研究院（National Institute of Standards and 

Technology）所运营的美国国家计算机通用漏洞数据库（National Vulnerability 

Database）中被列为通用漏洞和风险（Common Vulnerability and Exposure，

“CVE”），且依据通用漏洞评分系统（Common Vulnerability Scoring System，

“CVSS”）获得 7.0 或以上的基础得分，被保险人已可获得针对该漏洞的补丁、修复或

缓解技术，但尚未应用。 
 

持续天数自上述情形发生之日起算，至首次发现该安全漏洞被利用日止，并按保险明

细表所载明的被忽视的软件漏洞利用分项扩展保障中显示的相应天数范围承担保险责

任。 
 

主保险合同和本批单约定不一致，以本批单为准；其他约定，仍适用主保险合同。 
 

 

Amendment to Definition of Neglected Software Exploit 

 

It is agreed that this Policy is amended as follows: 

 

Neglected Software Exploit means the exploitation of a vulnerability in software, 

where, as of the first known date of exploitation: 

1． such software has been withdrawn, is no longer available, is no longer 
supported by, or has reached end-of-life or end-of-support status with the 

vendor that developed it, and where extended support from such vendor 

has no longer been purchased; or 

2． such vulnerability has been listed as a Common Vulnerability and Exposure 
(a “CVE”) and a Common Vulnerability Scoring System (“CVSS”) score of 

7.0 or above has been assigned in the National Vulnerability Database, 

operated by the National Institute of Standards and Technology, and a 

patch, fix, or mitigation technique for such vulnerability has been available 

to the Insured, but has not been applied by such Insured, 

for the applicable number of days shown as ranges in the Sublimited Coverage 

Extension for Neglected Software Exploits set forth in the Schedule. 
 

All other terms and conditions of this Policy remain unchanged. 

 


