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Amendment to Definition of Neglected Software Exploit
It is agreed that this Policy is amended as follows:

Neglected Software Exploit means the exploitation of a vulnerability in software,
where, as of the first known date of exploitation:

1. such software has been withdrawn, is no longer available, is no longer
supported by, or has reached end-of-life or end-of-support status with the
vendor that developed it, and where extended support from such vendor
has no longer been purchased; or

2. suchvulnerability has been listed as a Common Vulnerability and Exposure
(a “CVE”) and a Common Vulnerability Scoring System (“CVSS”) score of
7.0 or above has been assigned in the National Vulnerability Database,
operated by the National Institute of Standards and Technology, and a
patch, fix, or mitigation technique for such vulnerability has been available
to the Insured, but has not been applied by such Insured,

for the applicable number of days shown as ranges in the Sublimited Coverage
Extension for Neglected Software Exploits set forth in the Schedule.

All other terms and conditions of this Policy remain unchanged.



